周口师范学院网络安全自查表

部门名称（盖章）： 日期： 年 月 日

|  |  |  |  |
| --- | --- | --- | --- |
| 服务器是否存在重要漏洞 | 🗌 是 🗌否 | 是否修复 | 🗌 是 🗌否 |
| 应用系统是否存在弱口令 | 🗌 是 🗌否 | 是否修改 | 🗌是（8位以上，同时包含大写、小写、数字、特殊字符等）🗌否 |
| 是否存在使用频率低、长期未更新、无专人运维的“僵尸”信息系统 | 🗌 是 🗌否 | 存在请填写具体系统名称，及处理情况 |  |
| 是否存在应用系统基础软件版本陈旧和通用软件不更新 | 🗌 是 🗌否 | 是否更新 | 🗌 是 🗌否 |
| 是否按照组织数据分类分级工作，开展数据瘦身 | 🗌 是 🗌否 | 对超范围采集的数据、业务非必须采集的数据进行清理。 | 🗌 是 🗌否 |
| 是否存在个人敏感信息明文发布 | 🗌 是 🗌否 | 是否存在违规采集个人信息 | 🗌 是 🗌否 |
| 是否存储100万人以上个人信息的信息系统 | 🗌 是 🗌否 | 是否提供网络安全联络员 | 🗌 是 🗌否 |
| 是否安排值班人员每天登录网站读网 | 🗌 是 🗌否 | LED屏幕是否有专人负责 | 🗌 是 🗌否 |
| 公共区域是否存在LED屏幕 | 🗌 是 🗌否 | 是否有自行搭建服务平台 | 🗌 是 🗌否 |
| LED屏幕是否存在远程管理方式 | 🗌 是 🗌否 | 是否有公有云托管平台 | 🗌 是 🗌否 |